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Zero Trust Architecture
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Request

Information Requested
Please share the following verified information

Profile

Selfie

Cancel

Verifiable Credentials

Create
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Successful Credential Issuance

The requested credential was successfully
provisioned to the subject's wallet.

Credential Status: ISSUED

Credential ID: bd9cf124-

PingOne Credentials
Verifiable Credential

Name: Thomas Katz
Title: VP of Sales

Email: thomas.katz@example.com

8@ Scan QR

Store
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Thomas Anderson

PingOne Credentials

PingOne Credentials
Verifiable Credential

g p Name: Thomas Katz
_y Title: VP of Sales

Email: thomas.katz@example.com

Present

Credential Successfully
Validated
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Strong Authentication

username passwor‘d
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Verifiable Credentials Ping
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name: Alice Cooper

dob: 04/02/1948
address: 12 Lantern Drv, Woden ACT 2606

dl number: 12345678

—

&

identity verified: True
australian resident: True
verified by: GreenID
verification date: 17/09/2024

Australian ldentity Breaches
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"organization": “Legitimately Registered ;)",
"isp": "Legit Broadband"

b
"level": "MEDIUM"
b

"anonymousNetworkDetected": true,
"country": ”“Australia”,

Authentication Risk phddsenuaton
"device": {

"domain": {
e "os": {

"asn': 45780,
"name": “Kali Linux"
l
"browser": {
"name": "Chromium"
}
l

"sld": “ispname",
X X | '
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LTT MFA Bypass
Storm-0558 Attacks
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